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PROTECT DATA ON PORTABLE DEYICES

HELPFUL TIPS

* Ask yourselk "k it realy necessarny that
| tfran=port this zersitive inform atio ™
If the arswwer i no, then do not copy
the information.

# Encrypt files or the full disk. By
enchypting files or weing full dik
enchyption, wou reduce the risk of
unauvthorzed individuals wiewing
sensitive data.

# Use strong passwords on all ywour
dewices, such a a minimum of eight
characters and a mix of special
symbols, letters and numbers. Mever
e the =ame paszword for multiple
dewvices or accounts.

# Be =sure al werifical information i
backed up. Portable dewices =should
not be the only place important
inform ation i stored.

# Store your portable devices secureby,
When not in use, =store portable
dewices out of =sight and, whenever
possible, in a locked drawer or file
cabinet.



CYBER SECURITY IS

OUR SHARED RESPONSIBILITY
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For more information
please visit:
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